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Introduction
This module provides a brief overview of what 
will be covered in this course. It has two 
configurable pages.

• Introduction to course content
• Introduction to the 

course

Payment Card 

Industry Data 

Security 

Standards

• Define PCI DSS
• Relevant Entities
• Payment Card 

Process
• Information to 

Protect
• PCI DSS 

Requirements
• Data Security

This module explores the significance of 
PCI DSS and its impact on both consumers, 
and organizational protocol. Through 
describing the relevant entities and 
processes that must be followed under PCI 
DSS, the learner is made aware of their own 
data protections as well as their 
responsibilities under these standards. 
Several best practices regarding data 
security are also shared, and that 
knowledge is then applied through 
interactive scenarios. This module contains 
two configurable pages.

• Identify what actions must be taken 
by their organization to comply with 
PCI DSS

• Recognize the importance of PCI 
DSS compliance

• Explain how PCI DSS compliance 
protects both the organization and 
their customers

• Implement strategies to keep 
customer data safe

• Implement strategies to identify 
and report suspicious activity and 
potential data breaches

Conclusion
This module provides a brief review of content 
covered in the course. It has three custom policy 
pages and five other configurable pages.

• Review of course content
• Conclusion to the 

course


